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Introduction
Let’s face it.  You’re not exactly a technological guru.  Instead of “riding the wave” of technology, you may be closer to drowning in it.  Meanwhile, you’ve got a million other things going on in your life that seem more deserving of your attention than, say, finding out what Java really is and why it’s not readily available at your local coffee shop.  Besides, you don’t need to understand that a client / server is not a cashier at the local fast food place, right?
While it’s true you don’t need to be an expert about every aspect of technology, you should have a useful understanding of the technologies that impact or (sometime in the near future) will impact your daily life.  Hey, not to worry.  The good news is, you don’t have to make the foray into the world of high-tech all alone.  We’ve compiled a ready-reference for you to help sort out what some common technological terms mean, and why (more importantly, if) you need to know about them.  As technology is constantly changing, it’s impossible to list every technology that you may encounter.  Instead, we tried to pick out the ones you’re most likely to come across in the future.  We’ve also tried to help you distinguish between technologies that deserve your attention and those technologies that are best left in the realm of the techie (e.g., on of the esteemed members of your organization’s technical support group). 
For your convenience, we’ve come up with a simple ranking system that we used to identify the importance of each term: 
*
If a term has earned a single star rating, you may hear about it, but you 
won’t suffer any emotional scars if you have no idea what it is.  Let the 
techies worry about the details.
**
A double star indicates that you will need at least a conceptual understanding of the term if you want to impress your co-workers at the next office water cooler conversation.  You can always track down a techie if you have specific questions about these terms.
***
Terms with three stars are those that will haunt you on almost a daily basis. 
To be able to paddle around on the “wave of technology,” you need to know 
and understand what these terms are.  
We hope you find this “Unofficial Guide” helpful.  Keep it handy and refer to it often.  That way, the next time someone refers to a cookie, you’ll know they’re talking about the World Wide Web and not their afternoon snack!
References: http://www.whatis.com, http://www.webopedia.com
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Artificial Intelligence
Artificial Intelligence (AI) **
AI (pronounced AYE-EYE), or artificial intelligence, is the simulation of human intelligence processes by machines, especially computer systems.  These processes include learning (the acquisition of information and rules for using the information), reasoning (using the rules to reach approximate or definite conclusions), and self-correction.  Particular applications of AI include expert systems, speech recognition, and image recognition.
Neural Network *
A neural network is a system of programs and data structures that approximates the operation of the human brain.  A neural network usually involves a large number of processes operating in parallel, each with its own small sphere of knowledge and access to data in its local memory.
Touch Screen ***
A type of display screen that has a touch-sensitive transparent panel covering the screen.  Instead of using a pointing device, such as a mouse or light pen, a user can use his or her finger to point directly to objects on the screen.
Voice Recognition **
A voice recognition system has the ability to receive and interpret dictation, or to carry out spoken commands.  The most powerful can recognize thousands of words.  Voice recognition implies only that a computer can take dictation, not that it understands what is being said.
Business Intelligence and Knowledge Management
ActiveX Data Objects (ADO) *
ADO (ActiveX Data Objects) is an object-oriented application program interface (API) from Microsoft that lets programmers writing Windows applications get across to relational and nonrelational databases from both Microsoft and other database providers.
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Business Intelligence ***
Business Intelligence is the umbrella term for the process of using Reporting Tools, EIS, Data Mining, and OLAP to make better decisions.  These types of tool sets are becoming more and more sophisticated and necessary in the analysis of enterprise data.
Data Mart ***
A data mart is a database, or collection of databases, designed to help managers make strategic decisions about their business.  Whereas a data warehouse combines databases across an entire enterprise, data marts are usually smaller and focus on a particular subject or department.  Data marts may also be subsets of larger data warehouses.
Data Mining **
A class of database applications that look for patterns in large volumes of data.  For example, data mining software can help retail companies find customers with common interests.
Data Modeling **
Data modeling is the analysis of data objects that are used in a business or other context and the identification of the relationships among these data objects.  Data models can either be relational, object-oriented or dimensional depending on the application and the design approach being employed.  Dimensional data modeling is often used in data marts designed for end-user access.
Data Visualization ***
Visualization is the process of representing abstract business or scientific data as images that can aid in understanding the meaning of the data.
Data Warehouse ***
A collection of enterprise-wide data designed to support management decision making.  Data warehouses contain a wide variety of data that detail business conditions at a single point in time.


Back to Index
Database ***
A database is a collection of data that is organized so that its contents can easily be accessed, managed, and updated.

Database Management System (DBMS) **
Software that manages access to databases.  Functions provided typically include database creation, access, security, back-up, and recovery.
Decision Support Systems (DSS) **
A DSS (decision support system) is a computer program application that analyzes business data and presents it so that users can make business decisions more easily.  Typical information that a decision support application might gather and present would be:
· Comparative sales figures between one week and the next
· Projected revenue figures based on new product sales assumptions
· The consequences of different decision alternative, given past experience 
in a context that is described
Drill Down **

As currently used in information technology, to drill down is to focus in on something.  The term is sometimes used when referring to moving down through a hierarchy of folders and files in a file system like that of Windows.  It may also mean clicking through a series of dropdown menus in a graphical user interface.
Geographical Information System (GIS) *

A GIS allows a user to query or analyze a database and receive the results in the form of some kind of map.  Several relational database management system vendors provide spatial extenders to facilitate this type of access.
Hashing *

Hashing is the transformation of a string of characters into a usually shorter fixed-length value or key that represents the original string.  Hashing is used to retrieve items in some database systems as an alternative to indexing or sequential searching. 
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Imaging **

Imaging is the capture, storage, manipulation, and display of images.  In document imaging, the emphasis is on capturing, storing, and retrieving information from the images (which are often mainly images of text).
Knowledge Management ***

Knowledge management is when an enterprise consciously and comprehensively gathers, organized, shares, and analyzes its knowledge to further its aims.  Essentially, it embodies organizational processes that seek synergistic combination of data and information processing capacity of information technologies, and the creative and innovative capacity of human beings.
Knowledge Worker ***

A knowledge worker is anyone who works at the tasks of developing or using knowledge.
Metadata ***

Data about data.  Metadata describes how, when, and by whom a particular set of data was collected, and how the data is formatted.  Metadata is essential for understanding information stored in a data warehouse or data mart.
Named Pipe *

In computer programming, a named pipe is a method for passing information from one computer process to other processes using a pipe or message holding-place that is given a specific name.  Unlike a regular pipe, a named pipe can be used by processes that do not have to share a common process origin and the message sent to the named pipe can be read by any additional process that knows the name of the namedpipe.  A named pipe is sometimes called a “FIFO” (first in, first out) because the first data written to the pipe is the first data that is read from it. 
Non-Numeric Mining *

Data mining applied to non-numeric data such as text, or images.
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OLE DB *

OLE DB is the specification for a set of interfaces that use Microsoft’s Component Object Model (COM) to expose data from a variety of sources.  OLE DB is an open specification designed to build on the success of ODBC by providing an open standard for accessing non-relational data.
On Line Transaction Processing (OLTP) *

OLTP is a class of program that facilitates and manages transaction-oriented applications, typically for data entry and retrieval transactions in a number of industries, including banking, airlines, mail order, supermarkets, and manufacturers.  Today’s online transaction processing increasingly requires support for transactions that span a network and may included more than one company.  For this reason, new OLTP software uses client-server processing and brokering software that allows transactions to run on different computer platforms in a network.  
Online Analytical Processing (OLAP) **

OLAP tools enable a user to easily and selectively extract and view data from different points-of-view.  For example, a user can request that data be analyzed to display a spreadsheet showing all of a company’s beach ball products sold in Florida in the month of July, 1997, then compare revenue figures with those for the same products in July, 1996, and then see a comparison of other product sales in Florida in the same time period.  There are several categories of OLAP tools:  desktop OLAP, relational OLAP, multidimensional OLAP, and hybrids.  The categories are largely based on the type of database used and where much of the processing occurs.
Open Database Connectivity (ODBC) *

ODBC is a standard or open application programming interface (API) for accessing a database.  Using ODBC statements in a program makes programs more portable than those using database-specific APIs.
Optical Scanner **

An optical scanner is a device that can read text or illustrations printed on paper and translate that information into a format that a computer can use.
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Relational Databases **

A relational database is a collection of data items organized as a set of formally-described tables form which data can be accessed in many different ways without having to reorganize the database tables.  In addition to being relatively easy to create and access, a relational database has the important advantage of being easy to extend.  After the original database creation, a new data category can be added without requiring that all existing applications be modified.
Repository **

A repository is a central place in which an aggregation of data is kept and maintained in an organized way, usually in computer storage.  
Slice and Dice **

To slice and dice is to break a body of information down into smaller parts or to examine it from different viewpoints so that you can understand it better.  In data analysis, the term generally implies a systematic reduction of a body of data into smaller parts or views that will yield more information.  The term is also used to mean the presentation of information in a variety of different and useful ways.
Structured Query Language (SQL) **

SQL is a standard interactive and programming language for getting information from and updating a relational database.  
Very Large Database (VLDB) *

VLDB is sometimes used to describe databases occupying magnetic storage in the terabyte range and containing billions of table rows.  Typically, these are decision support or transaction processing application serving large number of users.
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eCommerce

Commerce Server **

Web software that runs certain main functions of an on-line storefront such as a product display, on-line ordering, and inventory management.  The software works in conjunction with on-line payment systems to process payments.
Commerce XML (cXML) *

cXML is a new set of document type definitions for the XML specification.  cXML is a meta-language that defines necessary information about a product.  For example, it can be used to standardize the exchange of catalog content and to define request / response processes for secure electronic transactions over the internet.  This standardized methodology will allow companies who implement a cXML framework to improve and streamline electronic commerce.  Presently, cXML is being developed by over 40 software developers and merchandising companies.  
Digital Cash **

Digital cash is a system of purchasing cash credits usually in relatively small amounts, storing the credits in your computer or a smart card, and then spending them when making electronic purchases over the Internet.  Theoretically, digital cash could be spent in micropayments, such as tenths of a cent (U.S.) or less.  Most merchants accepting digital cash so far, however, use it as an alternative to other forms of payment for somewhat higher price purchases.
Digital Wallet **

Encryption software that works like a physical wallet during electronic commerce transactions.  A wallet can hold a user’s payment information, a digital certificate to identify the user, and shipping information to speed transactions.
Disintermediation ** 

Disintermediation is the process of taking out a link in the value chain, thus giving the user direct access to information or services that otherwise would require a mediator, such as an insurance agent, a salesperson, a librarian, or a lawyer.
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Electronic Commerce (eCommerce) ***

ECommerce is the buying and selling of goods, and services on the Internet, especially the World Wide Web.  In practice, this term and “e-business” are often used interchangeably.
Electronic Data Interchange (EDI) ***

EDI is the transfer of data between different companies using networks.  Historically, EDI has been characterized by legacy or proprietary standards, however as more companies get connected to the Internet, there has been a push for universal standards.
Internationalization **

Internationalization is the process of planning and implementing products and services so that they can easily be adapted to specific local languages and cultures.
Reintermediation **

Reintermediation is the process of introducing an extra link (“middle man”) into the value chain.
Enterprise Solutions

Customer Relationship Management (CRM) **

“Front Office” applications that focus on managing and optimizing the entire customer life cycle.

Computerized Physician Order Entry (CPOE) **

A variety of computer-based systems of ordering medications, which share the common features of automating the medication ordering process.  Basic CPOE

Ensures standardized, legible, complete orders by only accepting typed orders in a standard and complete format.
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Enterprise Application Consulting (EAC) *

Services related to the selection, implementation, integration, and ongoing service of packaged enterprise applications.
Enterprise Application Integration (EAI) *

Packaged integration products that tie together data resources containing critical business data and facilitate business processes across the integrated resources.  
Enterprise Asset Management (EAM) *

“Back Office” applications that focus on businesses that manage assets, i.e., ships, aircraft, vehicles, buildings.
Enterprise Relationship Management (ERM) **

“Front Office” applications that focus on managing and optimizing the complete enterprise, allowing companies to create virtual “extraprises” with customers, suppliers, and partners.
Marketing Automation (MA) *

Focused application to support connected users (marketing personnel).  Used to promote effectiveness in multimedia (email, paper, fax, phone, web, voice, video) communications, by ensuring consistency across media and rapid publish and subscribe tools to transfer messages from one medium to the next.  Often employed to “mine” marketing databases.  Has since evolved to form a bedrock of the eFront Office / ERM suite of applications.
Sales Force Automation (SFA) *

Focused application to support disconnected users (salespeople) in the field.  Used to promote effectiveness of field people in tracking and closing deals.  Usually involved a fat client with synchronization to the server.  Has since evolved to form a bedrock of the eFront Office / ERM suite of applications.
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Strategic Information Systems (SIS) *

Targeted at corporate management.  Analytical applications that measure an organization’s success in meeting its business and strategic goals.
Hardware

Bit **

A bit is the smallest unit of data in a computer.  A bit has a single binary value, either 0 or 1.
Cache **

A special high-speed storage mechanism.  It can be either a reserved section of main memory, or an independent high-speed storage device.  Two types of caching are commonly use in personal computers:  memory caching and disk caching.
Disk Caching *

Disk caching works under the same principle as memory caching, but instead of using high-speed SRAM, a disk cache uses conventional memory.  The most recently accessed data from the disk (as well as adjacent sectors) is stored in a memory buffer.  When a program accesses data from the disk, it first checks the disk cache to see if the data is there.  Disk caching can dramatically improve the performance of applications.
Gigabyte (GB) **

A GB is a measure of computer data storage capacity and is “roughly” a billion bytes.
Hardware ***

The physical components of a computer or a computer network. 
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Input / Output (I/O) *

I/O describes any operation, program, or device that transfers data to or from a computer.  Typical I/O devices are printers, hard disks, keyboards, and mouses.
Kilobyte (KB) ***

As a measure of computer memory or storage, a kilobyte is approximately a thousand bytes.  
Line Primer Terminal (LPT) *

A name frequently used by operating systems to identify a printer.  Although LPT originally stood for line printer terminal, it is now used more generally to identify any type of printer.
Machine Code *

Machine code is the elemental language of computers, consisting of a steam of 0’s and 1’s.  Ultimately, the output of any programming language analysis and processing is machine code.

Megabyte (MB) ***

When used to describe disk storage capacity and transmission rates, a megabyte is 1,000,000 bytes in decimal notation.

Megahertz (MHz) ***

One MHz represents one million cycles per second.  The speed of micro-processors, called the clock speed, is measured in megahertz.  For example, a microprocessor that runs at 200 MHz executes 200 million cycles per second.  Each computer instruction requires a fixed number of cycles, so the clock speed determines how many instructions per second the microprocessor can execute.  To a large degree, this controls how powerful the microprocessor is.






Back to Index
Memory ***

Memory is the electronic holding place for instructions and data that your computer’s microprocessor can reach quickly.  When your computer is in normal operation, its memory usually contains the main parts of the operating system and some or all of the application programs and related data that are being used.  Memory is often used as a short synonym for random access memory (RAM).

Memory Caching *

Sometimes called a cache store or RAM cache, memory caching is a portion of memory made of high-speed static RAM (SRAM) instead of the slower and cheaper dynamic RAM (DRAM) used for main memory.  Memory caching is effective because most programs access the same data or instructions over and over.  By keeping as much of this information as possible in SRAM, the computer avoids having to access the slower DRAM.

Peripheral ***

A peripheral is any computer device that is not part of the essential computer (the processor, memory, and data paths) but is situated relatively close by (a printer, a mouse, a scanner, etc.).

Personal Digital Assistant (PDA) **

A PDA, otherwise known as a handheld computer, is a term for any small mobile hand-held device that provides computing and information storage and retrieval capabilities for personal or business use, often for keeping schedule calendars and address book information handy.

Random Access Memory (RAM) ***

RAM is the place in a computer where the operating system, application programs, and data in current use are kept so that they can be quickly reached by the computer’s processor.  RAM is much faster to read from and write to than the other kinds of storage in a computer: the hard disk, floppy disk, and CD-ROM.  However, the data in RAM stays there only as long as your computer is running.  When you turn the computer off, RAM loses its data.  When you turn your computer on again, your operating system and other files are once again loaded into RAM, usually from your hard disk.
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Small Computer System Interface (Scuzzy or SCSI) *

SCSI is a set of evolving ANSI standard electronic interfaces that allow personal computers to communicate with peripheral hardware.

Terabyte **

A terabyte is a measure of memory capacity and is “roughly” a thousand billion bytes (that is, a thousand gigabytes).

Throughput *

In computer technology, throughput is the amount of work that a computer can do in a given time period.

Wearable **

A wearable is a computer that a user can wear so that it is accessible at any time.  Some wearable computers are basically desktop or notebook computers that have been scaled down for body-wear.  Others employ brand new technology.

Windows CE *

Windows CE is based on the Microsoft Windows operating system but is designed for including or embedding in mobile and other space-constrained devices (e.g., PDAs, etc.)

Miscellaneous

Biometrics ***

Biometrics is the science and technology of measuring human body characteristics such as fingerprints, eye retinas and irises, voice patterns, facial patterns, and hand measurements.  Such unique measurements can be used to authenticate a computer user.
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Human-Computer Interaction (HCI) *

HCI is the study of how people interact with computer and to what extent computers are or are not developed for successful interaction with human beings.

Rapid Application Development (RAD) **

RAD (rapid application development) is a concept that products can be developed faster and of higher quality through:

· Gathering requirements using workshops or focus groups
· Prototyping and early, reiterative user testing of designs
· The re-use of software components
· A rigidly paced schedule that defers design improvements to the next product 
version
· Less formality in reviews and other team communication
Smart Card **

A smart card is a plastic card with an embedded processor that can be loaded with data, used for telephone calling, electronic cash payments, and other applications, and then periodically “recharged” for additional use.

Object-Oriented

ActiveX *

ActiveX is the name Microsoft has given to a set of “strategic” object-oriented program technologies and tools.  The main technology is the Component Object Model (COM).  Used in a network with a directory and additional support, COM becomes the Distributed Component Object Model (DCOM).  The main thing that you create when writing a program to run in the ActiveX environment is a component, a self-sufficient program that can be run anywhere in your ActiveX network (currently a network consisting of Windows and Macintosh systems).  This component is known as an ActiveX control.  ActiveX is Microsoft’s answer to the Java technology from Sun Microsystems.  An ActiveX control is roughly equivalent to a Java applet.
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C++ **

C++ is an object-oriented programming language that is now generally viewed as the best language for creating large-scale application programs.  C++ is a superset of the C language.

Common Object Request Broker Architecture (COBRA) *

COBRA is an architecture and specification for creating, distributing, and managing distributed program objects in a network.  It allows programs at different locations and developed by different vendors to communicate in a network through an “interface broker.”  COBRA was developed by a consortium of vendors through the Object Management Group (OMG), which currently includes over 500 member companies.

Component *

In object-oriented programming and distributed object technology, a component is a reusable program building block that can be combined with other components in the same or other computers in a distributed network to form an application.  Examples of a component include a single button in a geographical user interface, a small interest calculator, and an interface to a database manager.  Components can be deployed on different servers in a network and communicate with each other for needed services.  A component runs within a context called a container.  Examples of containers include pages on a Web site, Web browsers, and word processors.

Component Object Model (COM) *

COM is Microsoft’s framework for developing and supporting program component objects.  It is aimed at providing similar capabilities to those defined in the Common Object Request Broker Architecture (COBRA).  

COM+ *

Com+ is an extension of Component Object Model (COM), Microsoft’s strategic building block approach for developing applications.  COM+ is both an object-oriented programming architecture and a set of operating system services.  It adds to COM a new set of system services for application components while they are running, such as notifying them of significant events or ensuring they are authorized to run.  COM+ is intended to provide a model that makes it relatively easy to create business applications that work well with the Microsoft Transaction Server (MTS) in a Windows NT system.  It is viewed as Microsoft’s answer to the Sun Microsystems-IBM-Oracle approach known as Enterprise JavaBeans (EJB).
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Document Object Model (DOM) *

DOM, a programming interface specification being developed by the World Wide Web Consortium (W3C), lets a programmer create and modify HTML pages and XML documents as full-fledged program objects.

Object Linking and Embedding (OLE) *

OLE is Microsoft’s framework for a compound document technology.  Briefly, a compound document is something like a display desktop that can contain visual and information objects of all kinds: text, calendars, animations, sound, motion video, 3-D, continually updated news, controls, and so forth.  Each desktop object is an independent program entity that can interact with a user and also communicate with other objects on the desktop.  Part of Microsoft’s ActiveX technologies, OLE takes advantage and is part of a larger, more general concept, the Component Object Model (COM) and its distributed version, DCOM.

Object-Oriented Programming **

Object-oriented programming is a methodology of writing programs in one of a class of programming languages and techniques based on the concept of an “object”, a data structure encapsulated with a set of routines, called “methods”, which operate on the data.  Operations on the data can only be performed via these methods, which are common to all objects that are instances of a particular “class”.  Thus the interface to objects is well defined, and allows the code implementing the methods to be changed as long as the interface remains the same.  Combining data structures with functions allows for reusable objects to be created.

Paradigm *

A paradigm is a pattern or a model of something.  For example, the object oriented programming paradigm serves as a conceptual blue print for programmers to follow when developing an object oriented application.

Security

Auditing **

Ensuring that transactions can be examined and verified.
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Authentication / Identification **

Authentication is the process of determining whether someone or something is, in fact, who or what it is declared to be.  In private and public computer networks (including the Internet), authentication is commonly done through the use of logon passwords.  Knowledge of the password is assumed to guarantee that the user is authentic.

Authorization **

Authorization is the process of giving someone permission to do or have something.  In multi-user computer systems, a system administrator defines for the system which users are allowed access to the system and what privileges of use (such as access to which file directories, hours of access, amount of allocated storage space, and so forth).  Assuming that someone has logged on to a computer operating system or application program, the system or application may want to identify what resources the user can be given during this session.  Thus, authorization is sometimes seen as both the preliminary setting up of permissions by a system administrator and the actual checking of the permission values that have been set up when a user is getting access.  Logically, authorization is preceded by authentication.

Certificate Authority (CA) *

A CA is an authority in a network that issues and manages security credentials and public keys for message encryption and decryption.  As part of a public key infrastructure (PKI), a CA checks with a registration authority (RA) to verify information provided by the requestor of a digital certificate.  If the RA verifies the requestor’s information, the CA can then issue a certificate.

Confidentiality **

Ensuring that the privacy of information is maintained.

Digital Certificate *

A digital certificate is an electronic “ID” (like a passport of driver’s license) that establishes your credentials when doing business or other transactions on the Web.  It is issued by a certification authority (CA).  It contains your name, a serial number, expiration dates, a copy of the certificate holder’s public key (used for encrypting and decrypting messages and digital signature), and the digital signature of the certificate-issuing authority so that a recipient can verify that the certificate is real.
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Digital Signature *

A digital signature (not to be confused with a digital certificate) is an electronic rather than a written signature that can be used by someone to authenticate the identity of the sender of a message or of the signer of a document.

Encryption / Decryption **

Encryption is the conversion of data into a form, called a cipher, that cannon be easily intercepted by unauthorized people.  Decryption is the process of converting encrypted data back into its original form, so it can be understood.

Group ID (GID) *

In a UNIX system, a GID is a name that associates a system user with other users sharing something in common (perhaps a work project or a department name).  It’s often used for accounting purposes.  In Windows 95, a file with a “.gid” suffix is a global index file.

Hacker ***

Someone who tries to break into computer systems, often with malicious intent.

Integrity **

Ensuring that information is in an unadulterated condition.

Internet Protocol Security (IPSec) *

IPSec is a developing standard for security at the network, or packet processing, layer of network communication.  Earlier security approaches have inserted security at the application layer of the communications model.  A big advantage of IPSec is that security arrangements can be handled without requiring changes to individual user computers.

Kerberos *

Kerberos is a secure method for authenticating a request for a service in a computer network.  Kerberos lets a user request an encrypted “ticket” from an authentication process that can then be used to request a particular service from a server.  The user’s password does not have to pass through the network.
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Nonrepudiation **

Ensuring that no party involved in a transaction can deny involvement in the transaction.

Private Key *

A private key is a value used by a receiver to digitally “sign” documents, email, etc.  It is also used to decrypt the information requested by the receiver in order to send the message.

Public Key *

A sender’s public key is used by the receiver to verify digital signatures sent/signed by the sender using the private key.  It is also used by the sender to encrypt the information required for the receiver to decrypt and read the message.

Public Key Infrastructure (PKI) *

A PKI enables users of a basically unsecure public network, such as the Internet, to securely and privately exchange data and money through the use of a public and private cryptographic key pair that is obtained and shared through a trusted authority.  A PKI can also provide authentication, identification, integrity, and in combination with other systems, nonrepudiation.

Secure Sockets Layer (SSL) **

SSL (Secure Sockets Layer) is a program layer created by Netscape for managing the security of message transmissions in a network.  Netscape’s idea is that the programming for keeping your messages confidential ought to be contained in a program layer between an application (such as your Web browser or HTTP) and the Internet’s TCP/IP layers.  The “sockets” part of the term refers to the sockets method of passing data back and forth between a client and a server program in a network or between program layers in the same computer.  Netscape’s SSL uses the public-and-private key encryption system from RSA, which also includes the use of a digital certificate.

Security ***

Security refers to techniques for ensuring that data stored in a computer cannot be read or compromised by unauthorized users.
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Trojan Horse **

A Trojan horse is a program in which malicious or harmful code is contained inside apparently harmless programming or data in such a way that is can get control and do its chosen form of damage.

Virtual Private Network (VPN) *

A VPN is a private data network that makes use of the public telecommunications infrastructure, maintaining privacy through the use of a tunneling protocol and security procedures.  The idea of the VPN is to give the company the same capabilities at much lower cost by using the shared public infrastructure rather than a private one.  Phone companies have provided secure shared resources for voice messages.  A virtual private network makes it possible to have the same source sharing of public resources for data.  Companies today are looking at using a private virtual network for both extranets and wide-area intranets.

Virus ***

A virus is a piece of programming code inserted into other programming to cause some unexpected and, for the victim, usually undesirable event.  Viruses can be transmitted by downloading programming from either sites or be present on a diskette.  The source of the file you’re downloading or of a diskette you’ve received is often unaware of the virus.  The virus lives dormant until circumstances cause its code to be executed by the computer.

Software

3-Tier Application **

A 3-tier application is an application program that is organized into three major parts, each of which is distributed to a different place or places in a network.  The three parts are the workstation or presentation interface, the business logic, and the database and programming related to managing it.  

Algorithm *

Algorithm (pronounced “AL-go-rith-um”) is a procedure or formula for solving a problem.  A computer program can be viewed as an elaborate set of algorithms.
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Application Program Interface (API) *

An API is the specific method prescribed by a computer operating system or by another application program by which a programmer writing an application program can make requests of the operating system or another application.

Blue Screen of Death ***

An error that can appear on computers running Microsoft Windows or Windows NT.  Jokingly called the blue screen of death because when the error occurs, the screen turns blue, and the computer almost always freezes and requires rebooting.

Byte **

A byte is a unit of information that is eight bits long.  A byte is the unit most computer use to represent a character, such as a letter, number, or typographic symbol (for example, “g”, “5”, or “?”).

C *

C is a structured, procedural programming language that has been widely used both for operating systems and application and that has had a wide following in the academic community.  Many versions of UNIX-based operating systems are written in C.

Commercial Off-The-Shelf (COTS) ***

COTS describes ready-made products that can easily be obtained.

Compiler **

A compiler is a special program that processes statements written in a particular programming language and turns them into machine language (a series of 0’s and 1’s) or “code” that a computer’s processor uses.

Domino *

Domino is the name of the applications and messaging server program for the Lotus Corporation’s Lotus Notes product, a sophisticated groupware application that is being installed in many corporations.
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Driver **

A driver is a program that interacts with a particular device (such as a printer) or special (frequently optional) kind of software.  The driver contains the special knowledge of the device or special software interface that programs using the driver do not.

Freeware *

Freeware is software that is completely free, with no strings attached.

Graphical User Interface (GUI) ***

A GUI (usually pronounced GOO-ee) is a graphical (rather than purely textual) user interface to a computer.  The term came into existence to differentiate these interfaces from the standard text-and-keyboard oriented interfaces used at this time.

Groupware *

Groupware refers to programs that help people work together collectively while located remotely from each other.  Groupware services can include the sharing of calendars, collective writing, e-mail handling, shared database access, electronic meetings with each person able to see and display information to others, and other activities.  Some product examples of groupware include Lotus Notes and Microsoft Exchange.

Killer App *

A “killer app” is jargon in the computer industry for the application of a technology that causes mass acceptance of the technology.  A classic example of a killer app is Lotus 1-2-3, the first popular spreadsheet program, and a killer app that helped move computers from the back room to the office.

Layering *

Layering is the organization of programming into separate steps that are performed sequentially, defined by specific interfaces for passing the result of each step to the next program or layer until the overall function, such as the sending or receiving of some amount of information, is completed.
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Linux **

Linux is a UNIX-like operating system that was designed to provide personal computer users a free or very low-cost operating system comparable to traditional and usually more expensive UNIX systems.

Lotus Notes *

Notes is a sophisticated groupware application from Lotus Corporation, a subsidiary of IBM.  Notes lets a corporation and its workers develop communications- and database-oriented applications so that users at different geographic locations can share files with each other, comment on them publicly or privately (to groups with special access), keep track of development schedules, work projects, guidelines and procedures, plans, white papers, and many other documents, including multimedia files.

Metafile *

A metafile is a file containing information that describes or specifies another file.  Microsoft uses this term for its Windows Metafile (WMF) format.  A WMF file contains a sequence of geographical-device-interface (GDI) function calls (“commands” to the Windows operating system) that results in the presentation of a graphic image.

Open Source *

Open source is a common licensing standard for freeware, dictating its use.  Linux is an example.

Patch **

A patch (sometimes called a “fix”) is a quick-repair job for a piece of programming.  During a software product’s beta distribution or try-out period and later after the product is formally released, problems (called bugs) will almost invariably be found.  A patch is the immediate solution that is provided to users until the next release thoroughly repairs the bug.
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Perl *

Perl is an interpreted programming language similar to the C language, except that by being interpreted rather than compiled, is best used for batch processing to automate repetitive tasks quickly.  It is also commonly used to write CGI scripts for the World Wide Web.

Shareware *

Shareware is software that is distributed free on a trial basis with the understanding that the user will pay for it later if it continues to be used.

Software ***

Application software is software designed to perform a specific function directly for the user or, in some cases, for another application program.  Examples of applications include word processors, database programs, Web browsers, development tools, drawing, paint, and image editing programs, and communication programs.

Stateful / Stateless *

Stateful and stateless are adjectives that describe whether a computer or computer program is designed to note and remember one or more preceding events in a given sequence of interactions with a user, another computer or program, a device, or other outside element.  Stateful means the computer or program keeps track of the state of interaction, usually by setting values in a storage field designated for that purpose.  Stateless means there is no record of previous interactions and each interaction request has to be handled based entirely on information that comes with it.

Utility **

A utility is a small program that provides an addition to the capabilities provided by the operating system.  A utility can also be an administrative tool for managing complex applications.

Vaporware *

Vaporware is software that is marketed but which never comes to fruition.  
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VBScript *

VBScript is an interpreted script language from Microsoft.  It is a comparable to Netscape’s JavaScript or the UNIX-derived Perl.  In general, script languages are easier and faster to code than in than the more structure, compiled languages such as C and C++ and are ideal for programs of very limited capability or that can reuse and tie together existing compiled programs.

Windows NT **

Windows NT is the Microsoft Windows personal computer operating system designed for users and businesses needing advanced capability.  Windows NT is actually two products: Microsoft NT Workstation and Microsoft NT Server.

Year 2000 (Y2K) ***

The year 2000 (also known as “Y2K”) raises problems for anyone who depends on a program in which the year is represented by a two-digit number, such as “97” for 1997.  Many programs written 10 or 15 years ago when storage limitations encouraged such information economies are still running in many companies.  The problem is that when the two-digit space allocated for “99” rolls over to 2000, the next number will be “00”.  Frequently, program logic assumes that the year number gets larger, not smaller – so “00” may wreak havoc in a program that hasn’t been modified to account for the millennium.

Technical Architecture

Application Server **

An application server is a server program running on a computer in a distributed network that provides the business logic for an application program.  The application server is frequently viewed as part of a three-tier application, consisting of a graphical user interface (GUI) server, an application (business logic) server, and a database and transaction server.  More descriptively, it can be viewed as dividing an application into:

1. A first-tier, front-end, Web brower-based graphical user interface, usually at a personal computer or workstation

2. A middle-tier business logic application or set of applications, possibly on a local area network or intranet server

3. A third-tier, back-end, database and transaction server, sometimes on a mainframe or large server
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Back-End ***

A “back-end” application or program serves indirectly in support of the front-end services, usually by being closer to the required resource or having the capability to communicate with the required resource.  The back-end application may interact directly with the front-end or, perhaps more typically, is a program called from an intermediate program that mediates front-end and back-end activities.

Client ***

A client is the requesting program or user in a client / server relationship.

Client / Server ***

Client / server describes the relationship between two computer programs in which one program, the client, makes a service request from another program, the server, which fulfills the request.  Although the client / server idea can be used by programs with a single computer, it is a more important idea in a network.  In a network, the client / server model provides a convenient way to interconnect programs that are distributed efficiently across different locations.

Desktop ***

A desktop is a computer display area that represents the kinds of objects one might find on a real desktop: documents, writing tools, project folders, etc.  Desktop is also an abbreviated form of desktop computer, a personal computer that fits on top of a desk.  

Directory ***

A directory is an approach to organizing information.  On the World Wide Web, a directory is a subject guide, typically organized by major topics and subtopics.  In computer file systems, a directory is a named group of related files that are separated by the naming convention from other groups of files.

Distributed ***

Computing is said to be “distributed” when the computer programming and data that computers work on are spread out over more than one computer, usually over a network.


Back to Index
Distributed interNet Applications Architecture (DNA) *

DNA is Microsoft’s framework for fitting Windows and the PC into the 3-tier application concept, in which presentation, local applications, and data are performed on the PC while business processing and database management take place at other points in a distributed network.

Enterprise Directory **

A single distributed database used by all applications to locate any enterprise resource and its attributes.

Ethernet ***

Ethernet is the most widely-installed local area network technology.

Front-End ***

A “front-end” application is one that application users interact with directly.

Gateway ***
A gateway is a network point that acts as an entrance to another network.

Hub *

In data communications, a hub is a place of convergence where data arrives from one or more direction and is forwarded out in one or more other directions.  A hub usually includes a switch of some kind.  (And a product that is called a “switch” could usually be considered a hub as well.)  The distinction seems to be that the hub is the place where data comes together and the switch is what determines how and where data is forwarded from the place where data comes together.

Infrastructure ***

Infrastructure is the physical hardware used to interconnect computers and users.  Infrastructure includes the transmission media, including telephone lines, cable television lines, and satellites and antennas, and also the routers, aggregators, repeaters, and other devices that control transmission paths.  Infrastructure also includes the software used to send, receive, and manage the signals that are transmitted.
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Jini *

Jini is a new idea that Sun Microsystems calls “spontaneous networking.”  Using the Jini architecture, users will be able to plug any kind of device directly into a network and every other computer, device, and user on the network will know that the new device has been added and is available.  Each pluggable device will define itself immediately to a network device registry, eliminating the need for device drivers.  The operating system will know about all accessible devices through the network registry.

Latency *

In a network, latency, a synonym for delay, is an expression of how much time it takes for a packet of data to get from one designated point to another.

Legacy Application ***

A legacy application is an application in which a company or organization has already invested considerable time and money.  Typically, legacy applications are database management systems (DBMSs) running on mainframes or minicomputers.  An important feature of new software products is the ability to work with a company’s legacy applications, or at least be able to import data from them.

Lightweight Directory Access Protocol (LDAP) *

LDAP is an emerging software protocol for enabling anyone to locate organizations, individuals, and other resources such as files and devices in a network, whether on the Internet or on a corporate intranet.

Local Area Network (LAN) ***

A LAN is a network of interconnected workstations sharing the resources of a single processor or server within a relatively small geographic area.

Massively Parallel Processing (MPP) *

MPP is the coordinated processing of a program by multiple processors that work on different parts of the program, using their own operating systems and memory.  Typically, MPP processors communicate using some messaging interface.  An MPP system is also known as a “loosely coupled” or “shared nothing” system.
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Multicast *

Multicast is communication between a single sender and multiple receivers on a network.  Typical uses include the updating of mobile receivers on a network.  Typical uses include the updating of mobile personnel from a home office and the periodic issuance of online newsletters.

Parallel Processing **

In computers, parallel processing is the processing of program instructions by dividing them among multiple processors with the objective of running a program in less time.

Platform ***

A platform is an underlying computer system on which application programs can run.  On personal computers, Windows 98 and the Macintosh are examples of two different platforms.  Historically, most application programs have had to be written to run on a particular platform.  Although platform differences continue to exist and there will probably always be proprietary differences between them, new open or standards-conforming interfaces now allow some programs to run on different platforms or to interoperate with different platforms through mediating or “broker” programs.

Protocol *

In information technology, a protocol is the special set of rules for communicating that the end points in a telecommunication connection use when they send signals back and forth.

Remote Access **

Remote access is the ability to get access to a computer or a network from a remote distance.

Remote Access Server *

A remote access server is the computer and associated software that is set up to handle users seeking access to a network remotely.
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Scalability ***

Scalability is the ability of a computer application or product (hardware or software) to continue to function well as it (or its context) is changed in size or volume in order to meet a user need.  It is also the ability not only to function well in the rescaled situation, but to actually take full advantage of it.

Seamless Interface *

A seamless interface is the joining of two computer programs so that they appear to be one program with a single user interface.

Server ***

In general, a server is a computer program that provides services to other computer programs on the same or other computers.  The computer that a server program runs on is also frequently referred to as a server (though it may contain a number of server and client programs).

Simple Network Management Protocol (SNMP) *

SNMP is the protocol governing network management and the monitoring of network devices and their functions.

Sockets *

Sockets is a method for communication between a client program and a server program in a network.  A socket is defined as “the endpoint in a connection.”

Technical Architecture ***

In information technology, especially computers and more recently networks, technical architecture is a term applied to both the process and the outcome of thinking out and specifying the overall structure, logical components, and the logical interrelationships of a computer, its operating system, a network, or other conception.
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Telephony **

Telephony is the technology associated with the electronic transmission of voice, fax, or other information between distant parties using systems historically associated with the telephone, a handheld device containing both a speaker or transmitter and a receiver.

Terminal Server *

The Microsoft Windows Terminal Server is a server program running on its Windows NT 4.0 (or higher) operating system that provides the graphical user interface (GUI) of the Windows desktop to user terminals that don’t have this capability themselves.

Thin Client **

“Thin client” is a synonym for the Net PC or the network computer (NC): personal computers for businesses that are designed to be centrally-managed, configured with only essential equipment, and devoid of CD-ROM players, diskette drives, and expansion slots (and therefore lower in cost).

Thin Server **

IN the computer industry, a thin server is a PC that contains just enough hardware and software to support a particular function that users can share in a network, such as access to files on a storage device, access to CD-ROM drives, printing, or Internet access.  According to the first companies who have used the term, a thin server can be quickly added to a network and costs less than providing the same service through a more general-purpose computer server.

Token Ring ***

In a token ring network, all workstations are connected in a ring or star topology and a token-passing scheme is used to prevent the collision between two workstations who want to send messages at the same time.

Topology **

In the context of communication networks, a topology describes pictorially the configuration or arrangement of a (usually conceptual) network, including its nodes and connecting lines.
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Transaction Server *

The Microsoft Transaction Server (MTS) is a program that runs on an Internet or other network server and manages application and database transaction requests on behalf of a client computer user.  The Transaction Server screens the user and client computer from having to formulate requests for unfamiliar databases and, if necessary, forwards the requests to database servers.  It also manages security, connection to other servers, and transaction integrity.

Wide Area Network (WAN) ***

A WAN is a geographically dispersed telecommunications network and the term distinguishes a broader telecommunication structure from a local area network (LAN).  A wide are network may be privately owned or rented, but the term usually connotes the inclusion of public (shared user) networks.

“N-Tier” Architectures **

In computer programming, the parts of a program can be distributed among several tiers, or layers, each located on a different computer in a network.  Such a program is said to be tiered, multitier, or multitiered.

Web and Internet Technologies

Active Server Page (ASP) *

An ASP (Active Server Page) is an HTML page that includes one or more scripts (small embedded programs) that are processed on a Microsoft Web server before the page is sent to the user.  An ASP is somewhat similar to a server-side include or a Common Gateway Interface (CGI) application in that all involve programs that run on the server, usually tailoring a page for the user.

Applets **

An applet is a little application program.  On the Web, using Java, an applet is a small program that can be sent along with a Web page to a user.  Java applets can perform interactive animations, immediate calculations, or other simple tasks without having to send a user request back to the server.
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Browser ***

A browser is an application program that provides a way to look at and interact with all the information on the World Wide Web.

ColdFusion *

ColdFusion, made by Allaire, is a popular and sophisticated set of products for building Web sites and serving pages to users.  With ColdFusion, a company can build a content database, using input templates, and combine these with application programs to create a Web site in which pages are developed dynamically as they are served.

Cookie **

A cookie is a special text file that a Web site puts on your hard disk to that it can remember something about you at a later time.  Typically, a cookie records your preferences when using a particular site.  A cookie is a mechanism that allows the server to store its own file about a user on the user’s own computer.

Digital Photography *

The art and science of producing and manipulating low resolution digital photographs quickly.  Once a photograph is in a digital format, a wide variety of special effects can be applied to it with image enhancing soft-ware.  Digital photography is ideal for photos that will be displayed on the World Wide Web because Web graphics need to be low resolution so that they can be downloaded quickly.

Dynamic HTML *

Dynamic HTML is a collective term for a combination of new Hypertext Markup Language (HTML) tags and options, style sheets, and programming that will let a user create Web pages more animated and more responsive to the user interaction than previous versions of HTML.  An example is having the color of a text heading change when a user passes a mouse over it.





Back to Index
Extranet **

An internet that is partially accessible to authorized outsiders.  Whereas an intranet resides behind a firewall and is accessible only to people who are members of the same company or organization, an extranet provides various levels of accessibility to outsiders.  An extranet can be accessed with a valid user id and password.  The profile of the user id and password determines which parts of an extranet can be viewed.

File Transfer Protocol (FTP) **

FTP a standard protocol, is a simple and efficient way to exchange files between computers on the Internet.

Firewall ***

A system designed to prevent unauthorized access to or from a private network.  Firewalls can be implemented using hardware or software, or a combination of both.  Firewalls are frequently used to prevent unauthorized internet users from accessing private networks connected to the internet, especially intranets.  All messages passing through the firewall are examined.  Those that do not meet specific security criteria are blocked from entering or leaving the network.

Graphics Interchangeable Format (GIF) **

A GIF is one of the two most common file formats for graphic images on the World Wide Web.  The other is the JPEG.  On the Web and elsewhere on the Internet (for example, bulletin board services), the GIF has become a de facto standard form of image.

Home Page ***

For a Web user, the home page is the first Web page that is displayed after starting a Web browser like Netscape’s Navigator or Microsoft’s Internet Explorer.  The browser is usually preset so that the home page is the first page of the browser manufacturer.  However, you can set it to open to any Web site.  For example, you can specify that “http://www.yahoo.com” or “http://whatis.com” be your home page.  You can also specify that there be no home page (a blank space will be displayed) in which case you chose the first page from you bookmark list or enter a Web address.
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Hyper Text Markup Language (HTML) ***

HTML is a set of embedded commands to a web browser directing how the contents of a page should be displayed on the World Wide Web.

Hyperlink ***

Using hypertext, a hyperlink, or link, is a selectable connection from one word, picture, or information object to another.  In a multimedia environment such as the World Wide Web, such objects can include sound and motion video sequences.  The most common form of link is the highlighted word or picture that can be selected by the user (with a mouse or in some other fashion), resulting in the immediate delivery and view of another file.

Hypertext ***

Hypertext is the organization of information units into connected associations that a user can choose to make.  An example of such an association is called a link or a hypertext link.  Hypertext was the main concept that led to the invention of the World Wide Web, which is, after all, nothing more (or less) than an enormous amount of information content connected by an enormous number of hypertext links.

Integrated Services Digital Network (ISDN) **

ISDN (Integrated Services Digital Network) is a set of standards for digital transmission over ordinary telephone copper wire as well as over other media.  Home and business users who install ISDN adapters (in place of their modems) can see highly-graphic Web pages arriving very quickly (up to 128 Kbps).

Intelligent Agents *

On the Internet, an intelligent agent (or simply an agent) is a program that gathers information or performs some other service without your immediate presence and could be on some regular schedule.  Typically, an agent program, using parameters you have provided, searches all or some part of the Internet, gathers information you’re interested in, and presents it to you on a daily or other periodic basis.  An agent is sometimes called a bot (short for robot).
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Internet Presence Provider (IPP) *

An IPP is a company that provides the disk space, high-speed Internet connection, and possibly the Web site design and other services for companies, organizations, or individuals to have a visible presence (meaning Web site) on the Internet.  Using an IPP means that the owner on the Web site doesn’t need to have the files for it served from the owner’s computer.  Although one can maintain a Web site from a smaller computer if site traffic is very low, most moderate- to high-traffic Web sites require a relatively expensive, higher-speed connection to the Internet.  For this reason alone, most individuals and organizations put their sites on a server at an Internet presence provider.

Internet Protocol (IP) **

IP is the protocol by which data is sent from one computer to another on the Internet.  Each computer (known as a host) on the Internet has at least one address (its IP address) that uniquely identifies it from all other computers on the Internet.

Internet Service Provider (ISP) ***
An ISP is a company that provides individuals and other companies access to the Internet and other related services such as Web site building and hosting.  An ISP has the equipment and the telecommunication line access required to have points-of-presence on the Internet for the geographic area served.  Among the largest national and regional ISPs are AT&T WorldNet, IBM Global Network, MCI, Netcom, UUNet, and PSINet.

Intranet ***

A network based on TCP/IP protocols (e.g., an internet) belonging to an organization, usually a corporation, that is accessible only by the organization’s members, employees, or others with proper access authorization access.  An intranet’s web sites look and function just like any other web site, but the firewall surrounding an intranet protects it from unauthorized user access.  The main purpose of an intranet is to share company information and computing resources among employees.  An intranet can also be used to facilitate working in groups and for teleconferences.
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Java **

Java is a programming language expressly designed for use in the distributed environment of the Internet.  It was designed to have the “look and feel” of the C++ language, but it is simpler to use than C++ and enforces a completely object-oriented view of programming.  Java can be used to create complete applications that may run on a single computer or be distributed among servers and clients in a network.  It can also be used to build small application modules or applets for use as part of a Web page.

Java Database Connectivity (JDBC) *

JDBC is an application program interface (API) specification for connecting programs written in Java to the data in popular relational databases.  The application program interface lets you encode access request statements in structured query language (SQL) that are then passed to the program that manages the database.  It returns the results through a similar interface.  JDBC is very similar to Microsoft’s Open Database Connectivity (ODBC) and, with a small “bridge” program, you can use the JDBC interface to access databases through Microsoft’s ODBC interface.

JavaBeans *

JavaBeans is a component model from Sun Microsystems that lets you build re-useable applications or program building blocks called components that can be deployed in a network on any major operating system platform.  Like Java applets, JavaBeans components (or Beans) can be used to give World Wide Web pages (or other applications) interactive capabilities such as computer interest rates or varying page content based on user of browser characteristics.

JavaScript *

JavaScript is a scripting language developed to enable Web authors to design interactive sites.  JavaScript is endorsed by a number of software companies and is an open language that anyone can use without purchasing a license.

JPEG **

A JPEG is a graphic image created by choosing from a range of compression qualities.  Along with the Graphic Interchange Format (GIF) file, the JPEG is a file type supported by the World Wide Web protocol, usually with the file suffix of “.jpg”.
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Kiosk *

A booth providing a computer-based service, such as an Automated Teller Machine (ATM).  Kiosks providing internet access are expected to be popular in the near future.  A kiosk requires a simple user interface that a user can navigate without requiring any training.  The hardware must be durable and capable of operating unattended for long periods of time.

Middleware **

In the computer industry, middleware is a general term for any programming that serves to “glue together,” mediate between, or enhance two separate and usually already existing programs.

Mouseover **

A JavaScript element that triggers a change on an item (usually a graphic) in a web page when the mouse passes over it.  The change usually signifies that the item is a link to related or additional information.  Mouseovers are widely used in Navigation Bars, pop-up boxes, and/or form submissions.

Plug-In **

A hardware or software module that adds a specific feature or service feature or service to a larger system.  For example, there are a number of plug-ins for the Netscape Navigator browser that enable it to display different types of audio or video messages.

Point of Presence (POP) *

A point-of-presence (POP) is the location of an access point to the Internet.  A POP necessarily has a unique Internet (IP) address.  Your independent service provider (ISP) or online service provider (OSP) has a point-of-presence on the Internet.

Portals **

Portal is a new term, generally synonymous with gateway, for a World Wide Web site that is or proposes to be a major starting site for users when they get connected to the Web or that users tend to visit as an anchor site.
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Quality of Service (QoS) *

On the Internet and other networks, QoS is the idea that transmission rates, error rates, and other characteristics can be measured, improved, and, to some extent, guaranteed in advance.

Search Engine ***

On the Internet, a search engine has three parts: a spider (also called a “crawler” or a “bot”) that goes to every page or representative pages on every Web site that wants to be searchable and reads it, using hypertext links on each page to discover and read a site’s other pages; a program that creates a huge index (sometimes called a “catalog”) from the pages that have been read; and a program that receives your search request, compares it to the entries in the index, and returns results to the user.

Servlet *

A servlet is a small program that runs on a server.  The term was coined in the context of the Java applet, a small program that is sent as a separate file along with a Web (HTML) page.  The advantage of a Java servlet on servers with lots of traffic is that they can execute more quickly than creating a separate program process, meaning that the amount of system overhead for each request is slight.

Signature File *

A signature file is a short text file you create for use as a standard appendage at the end of your e-mail messages.

Spam **

Spam is unsolicited e-mail on the Internet.

Splash Screen ***

A splash screen is an initial Web site page used to capture the users attention for a short time as a promotion or lead-in to the site home page or to tell the user what kind of browser and other software they need to view the site.
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The Internet ***

The Internet, sometimes call simply “the Net,” is a worldwide system of computer networks – a network of networks in which users at any one computer can, if they have permission, get information from any other computer (and sometimes talk directly to users at other computers).

Transmission Control Protocol/Internet Protocol (TCP/IP) **

TCP/IP is the basic communication language or protocol of the Internet.  It can also be used as a communications protocol in the private networks called intranets and in extranets.

Tunneling *

Tunneling typically is the process of embedding one protocol inside another.  As an example, http tunneling is embedding one protocol inside of http to get inside a firewall.

Uniform Resource Locator (URL) ***

A URL is the address of a file (resource) accessible on the Internet.

Virtual Machine *

Virtual machine is a term used by Sun Microsystems, developers of the Java programming language, to describe software that acts as an interface between compiled Java binary code and the hardware platform that actually performs the program’s instructions.  Once a Java virtual machine has been provided for a platform, any Java program can run on that platform.

Web Application Server **

An application server that combines or works with a Web (HTTP) server is called a Web application server.  The Web browser supports an easy-to-create HTML-based front-end for the user.  The Web server provides several different ways to forward a request to an application server and to forward back a modified or new Web page to the user.
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Wireless Application Protocol (WAP) *

WAP is a specification for a set of communication protocols to standardize the way that wireless devices, such as cellular telephones and radio transceivers, can be used for Internet access, including e-mail, the World Wide Web, newsgroups, and Internet Relay Chat (IRC).

World Wide Web ***

All the resources and users on the Internet that are using the Hypertext Transfer Protocol (HTTP).

XML **

XML is the proposed successor to HTML.  Unlike HTML, which only provides tags that specify how text should be displayed on the screen (appearance), XML provides tags which provide contextual meaning to information, allowing for much easier information sharing and processing among computers on the Internet.
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