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Executive Summary

OVERVIEW:

This is a report on the past and current relationship between Navy and Marine Corps Intranet (NMCI) and Navy Medicine. 

NMCI is a strategic capability to be used by the Department of the Navy (DON) to meet the challenges of executing its warfare doctrine in support of Jointvision 2010.  The project focuses on military and business operations.  The NMCI vision is to equip all Navy functions with computer access, interoperability, and security by providing voice, video, and data services to all navy and marine corps personnel.

NMCI is the acquisition project of outsourcing information technology and services for the Department of the Navy.  The NMCI contract was awarded in fall 2000 to Electronic Data Services (EDS). The Information Strike Force (ISF) is the mechanism used to deploy NMCI to all claimants. 

NMCI is a service contract that relies on a concept used widely in the private sector called SEAT MANAGEMENT. This term describes the purchase of information technology services, from the help desk to network cable to the keyboard, in one bundled package, called a SEAT. A seat can have a classified or unclassified configuration. There are several SEAT configurations and costs available depending on the buyer’s needs.

Navy Medicine is composed of Claimancy 18 and the medical /dental operational components in the Pacific Fleet, Atlantic Fleet, the U.S. Marine Corps, etc.  The responsible claimant CIO and the USMC represent non-claimancy 18 medical assets.  The Bureau of Medicine and Surgery (BUMED) Chief Information Officer (CIO) (MED-09D), as Claimancy 18, deals directly with NMCI for Claimancy 18 and is the central point of contact for information management/information technology (IM/IT) issues for Claimancy 18. 

Claimancy 18, through the staff at the Naval Medical Information Management Center  (NMIMC), has participated in all levels of NMCI requirement development and implementation planning since 1998.

NMIMC is involved in the identification of any NMCI issues that will impact Navy Medicine, positively or negatively.

Military Health System (MHS) Community of Interest:

Claimancy 18 is part of a larger community of interest, the Military Health System (MHS).  MHS includes the U.S. Army and U.S. Air Force Medical Departments, Tricare Management Activity (TMA), and managed care support contractors.  MHS delivers healthcare to our TRICARE beneficiaries worldwide.  Claimancy 18, as part of the MHS delivery system, must have global Intranet connectivity to communicate with all patients, Department of Defense (DOD) healthcare providers, managed care business partners, and other federal agencies (e.g. HHS, FEMA, VA). 

Claimancy 18 IM/IT resources are funded by the Defense Health Program (DHP), an office of the Secretary of Defense (OSD) Health Affairs (HA) appropriation.  Navy Medicine components beyond Claimancy 18 are funded by their resource (claimant) sponsors (OPNAV N931, N6, Fleet Commanders in Chief, and/or Marine Corps Systems Command (MARCORSYSCOM).

The Defense Information Systems Agency (DISA) is the current integrator of IM/IT services to Claimancy 18 through exclusive agreement with MHS.

TRICARE’s Tri-Service Infrastructure Management Program Office (TIMPO) is the DHP centrally- funded office that provides information technology infrastructure to MHS. 

BUMED’s Business & Service Requirements 

Claimancy 18 is supportive of NMCI and advocates NMCI to be the potential ASP/ISP/Seat Management provider of choice eventually.  However, BUMED cannot participate until NMCI enables Claimancy 18 to meet the Navy, TMA security and patient care standards.  NMCI must enable BUMED and the MHS as a whole to continue providing these healthcare services and to meet the following business requirements:    

· Must be able to communicate with all DOD medical partners, including TRICARE, Army, Air Force, U.S. Coast Guard, commercial providers, and other entities in a secure environment for healthcare information.

· MHS requires public Intranet connectivity at every clinical and administrative seat.

· Patients, providers, and others require connectivity to Intranet medical resources, search engines, and web-enabled programs.

· NMCI must meet MHS information assurance and security policies as well as those which will be required by the Health Insurance Portability and Accountability Act (HIPAA), Public Law 104-191(1996).

· Secure public Intranet connectivity with “ Public Key Encryption capabilities (PKI) “for e-health initiatives” and “Smart Card” technology. 

· Implementation of NMCI cannot degrade the current level of service.

· NMCI must not increase demands on the DHP support staff during the transition period.

· For NMCI to become the “provider of choice”, services provided must be “faster, better, no more expensive or equivilent and less expensive” for the MHS as a whole.

Claimancy 18’s (BUMED) original NMCI position was based on the advice of our NMCI “Ambassador” and the Director of the NMCI project.  These needs were defined for Navy Medicine:

800 – 1000 seats, 4th Quarter FY2002 – This would have provided 1 to 50 seats to each of the 401 physical locations in Claimency 18 based on size).

BUMED’s original assumptions have been changed based on:

· NMCI contractor (EDS) cannot deploy seats on the “one here, a few there” basis.  (Per the Director, NMCI Project)

· EDS requires an “all or nothing” Local Area Network (LAN) configuration.

· BUMEDs requirements for the MHS Community of Interest and legacy systems cannot be met at this point.

Because of these constraints, Claimancy18 Commands:

·  Can participate with Regional Line Commanders (RLC) in limited NMCI engagements, but cannot use DHP $$ to fund these efforts.

· Must not independently buy services from NMCI using DHP $$

· May not agree to be a “prototype site” unless directed/approved by BUMED (MED-09D).

Affecting the above situation is this statement from Financial Management Policy Manual (NAVSOP 1000 Section 075003 – Cross or Common Service:

“ When an activity has provided support on a common-service basis as part of its assigned missions and tasks and receiving organizations have become dependent for the support based on historic performance, it is not appropriate that the support be changed from common service to cross service without the opportunity for the receiving activity to include the costs in its budget.”

BUMED’s current non-participation position with NMCI:  

· Claimancy 18 has no seat commitment and no agreement to engage unless our full community of interests requirements and standards are met.

· NO Claimancy 18 activity be separated from the MHS Community of Interest.

· Claimancy 18 will continue to meet its network needs through our ASP/ISP provider, TIMPO, DHP funding until NMCI can meet the community’s standards.

· When implemented, there can be no degradation to services during the transition to NMCI seats.

· Support staff that operate, maintain, and manage medical systems for DHP- funded programs cannot be assigned additional responsibilities or tasks that reduce their job effectiveness.

Other NMCI issues:

Non-Claimancy 18 parts of Navy Medicine involvement with NMCI:

· NMCI is being implemented and funded by using the Department of the Navy (DON) funds originally allocated to each claimant for their individual IM/IT operations.

· Medical/Dental assets (units) in other claimants are represented by the DON claimant Chief Information Officer (CIO) or the appropriate USMC organizational CIO.

· NMCI $15k waiver threshold:

Since 27 NOV 2000, BUMED has implemented a process to review all IT related procurements.  Claimancy 18 activities that meet the dollar threshold of $15K are subject to review to make certain that the expenditure meets the essential requirements for the successful execution of MHS program initiatives funded by DHP dollars.  All Claimancy 18 activities are following these steps:

· Identifying technology that NMIMC and NMCI can use to implement enterprise-wide IT contracts.

·        Identifying duplication, prior to purchase, where a MHS or

               BUMED license exists, or a contract vehicle is in place or is about to 

               be procured.

·        Eliminating the possibility of splitting requirements into separate 

               purchases or giving the appearance of that practice. 

Central Server Farms:

· Computer room floor space – NMCI requirements for a central server farm is that up to 2200 square feet of computer room shall be available to the contractor.  This means a substantial loss of facility space and time from the staff to prepare the area.  This is not in keeping with the position that NMCI not increase the work or cost to BUMED facilities.

· Claimancy 18 has advised NMCI leadership that until there is a firm engagement in place or agrees to a  “TRICARE region prototype”; there will be no space available to support NMCI equipment.  This is based on our current position of  “No seats – No space - No personnel”. 

Responsible Line Commanders (RLC) push to implement NMCI: 

· There are NMCI implementation projects sponsored by RLCs and other claimants throughout Claimancy 18’s Area of Responsibility (AOR).
· The current recommendation is that only administrative and command and control functions be attached to NMCI.  Clinical systems cannot be attached at this point because they are an integral part of the MHS.
· DHP funding cannot be diverted to NMCI issues.  This fact should not affect the quality of IM/IT service that you are now receiving. 
· If the RLC insists that BUMED sites join their NMCI effort, sites can concur with the understanding that DHP funds cannot support this action until interoperability with our customers, other services medical departments and the managed care community is guaranteed.
Security:

· NMCI must meet all OSD (HA) and MHS security regulations, policies, and guidance.  Those standards required by the Health Insurance Portability and Accountability Act (HIPAA) must be included.
· Secure public Intranet connectivity with Public Key Infrastructure (PKI) capabilities for e-health initiatives are a necessity.

· Claimancy 18 requirements must be met by NMCI before full participation can start in this project.
Summary:

· Claimancy 18 is committed to providing the best possible information security to our patients and our staff.
· Claimancy 18 is in support of the broad goals of NMCI.
· Navy Medicine will fully participate in NMCI when the issues presented as concerns in this report are addressed and mitigated, and when the MHS as a whole can migrate to NMCI as the provider of choice.
